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# Memorandum

To: Management

From: Team 14

Date: February 18, 2023

Subject: Inject Name

In response to your request for an internal services evaluation, our team used the Nmap tool from the Ubuntu Workstation machine to evaluate the servers and show discovered servers, services names, whether it is TCP, UDP, or BOTH, the port number, and an explanation for whether that service is expected and any remediation needed. Below is a screenshot of the tool running and a table describing the information found.

Image 1: Nmap running on the Ubuntu Workstation machine.

Table 1: Details of findings from the Nmap scan performed.

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Server** | **Service** | **TCP/UDP/Both** | **Port Number** | **Expected/**  **Unexpected** | **Remediation Needed** |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |